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***Technology and the Law on the Use of Force*** by Jackson Maogoto, Routledge Press, 2015, 111 pp., ISBN: 978-0-415-69433-9

The intersection between the *jus ad bellum* and technology represents a crucial topic *de nos jours*,for obvious reasons. As such, much recent literature and scholarly debate has focused on international law’s ability to respond to new and developing technologies, such as cyber warfare[[1]](#footnote-2) or combat drones (UAVs).[[2]](#footnote-3) As its title suggests, Jackson Maogoto’s *Technology and the Law on the Use of Force* looks to contribute to these debates, not by adopting the usual approach of considering a single ‘technology’, but, instead, by assessing the application of the *jus ad bellum* to modern technological threats more generally.

This underlying ambition is most welcome, but, somewhat strangely, Maogoto ultimately only considers two ‘types’ of technology in his book: the militarisation of outer space and cyber warfare (and, it must be said, the latter of these is dealt with rather cursorily). This immediately leaves one questioning why other technologies, such as, say, UAVs or battlefield ‘robots’[[3]](#footnote-4) were not included. Nevertheless, while the intersection of cyber warfare and the *jus ad bellum* represents extremely well-trodden ground, Maogoto’s book might be seen as contributing to the *jus ad bellum*/technology literature because it predominantly focuses on the legal framework applicable to the militarised use of outer space; a ‘type’ of technological advancement that has been comparatively overlooked.[[4]](#footnote-5)

Maogoto states (5) that his book operates within the confines of two spectra. First, analysis is limited solely to exploring ‘only…those information intrusions that are instigated by or imputable to States…’ The implications of the forcible use of technologies by non-state actors are thus beyond the book’s scope.[[5]](#footnote-6) Secondly, it is said that the book’s coverage is restricted to the *jus ad bellum* (as opposed to the *jus in bello*). The majority of the book is, indeed, *jus ad bellum*-centric, and *jus in bello* concerns are entirely left aside; however, it is notable that the book also considers other legal areas in relation to force/militarisation too (such as, say, provisions relating to the *testing* of nuclear weapons, at 38-39, or the wider ‘space law’ regime more generally, at 34-43). It is therefore not the case that the book is merely confined to examining rules that can strictly be considered as ‘*jus ad bellum*’ in nature (at least, in the Charter-framework sense). This is no bad thing—indeed, the wider focus on norms of international law beyond just Articles 2(4) and 51 as applicable to the militarisation of outer space (in chapter 3) represent some of the most valuable elements of the book—but it is worth keeping in mind.

*Technology and the Law on the Use of Force* begins, in chapter 1, by familiarising the reader with the well-known tenets and framework of the *jus ad bellum*, which ultimately underpin later discussions concerning the extent to which that regime can adapt to the technologies considered. This is very much a framework chapter in which Maogoto seeks to ground his analysis. The starting point for any *jus ad bellum* discussion is, of course, the prohibition of the threat or use of force contained in Article 2(4) of the United Nations (UN) Charter. Considerable literature elsewhere has deconstructed this cornerstone prohibition in terms of its various component parts.[[6]](#footnote-7) Of particular note for Maogoto, however, is the fact that the meaning of the term ‘force’ in Article 2(4) has traditionally been interpreted based on the type of ‘forcible’ action undertaken (military/kinetic).[[7]](#footnote-8) This is contrasted with the fact that, for states, it is in reality the *consequences suffered*, rather than the weapon utilised for administering force, which is of importance.[[8]](#footnote-9)

Maogoto’s key message (see, for example, 12), within both chapter 1 and the book as a whole, is that while the UN Charter’s *jus ad bellum* legal provisions can ‘cope’ with conventional warfare, when it comes to more advanced weaponry things become more problematic. In Maogoto’s view, technological advances in warfare have ‘overtaken’ the international legal framework, which, he asserts, is now ill-equipped to regulate both aggressive cyber operations and attacks in/from outer space. For example, in relation to the right of self-defence, Maogoto argues (17) that the injury suffered by a state by virtue of intrusions into ‘the digital commons’ will likely not be sufficient to trigger Article 51: an attack that merely corrupts or ‘annoys’ rather than destroys would, in his view, fall short of a qualitatively grave use of force triggering a defensive response.[[9]](#footnote-10) The fear is that this may leave states with no defensive recourse in response to technological threats.[[10]](#footnote-11)

The application of the rules of the *jus ad bellum*, created prior to the advent of both space exploration and cyberspace, to the threats posed by these modern technologies will obviously be somewhat anachronistic.[[11]](#footnote-12) There is no question that the application of ‘old’ law to such threats is neither self-evident nor straightforward. Equally, in the view of the present reviewers, Maogoto’s core claim in this regard is somewhat overstated. New security threats have emerged in various guises throughout the UN era, and there is nothing so inherently unique about either cyberspace[[12]](#footnote-13) or the militarization of outer space[[13]](#footnote-14) that means that existing legal provisions are necessarily inapplicable to the threats that these technologies pose. It is also not the case that just because an action falls outside of the scope of the *jus ad bellum* it falls outside of the scope of *international law*. One must keep in mind that technological threats are still likely to be violations of the principle of non-intervention[[14]](#footnote-15) and/or the duty of due diligence.[[15]](#footnote-16) Even though the violation of these norms themselves does not allow for forcible responses in self-defence, states still have legal recourse to non-forcible countermeasures.[[16]](#footnote-17)

Chapter 2 of *Technology and the Law on the Use of Force* deals with the strategic consideration of the Revolution in Military Affairs (RMA) and, thus, underpins the book’s latter discussions in a theoretical/strategic sense. Indeed, there is a broad theoretical approach, underpinning the entire book, of fusing strategic considerations with international law. This attempt to buttress practical discussions with theoretical foundations had the potential to be of significant value: strategic considerations arguably should be at the heart of any *jus ad bellum* analysis, given the inextricably intertwined nature of these topics. While still a prominent fixture of strategic literature,[[17]](#footnote-18) the RMA rarely surfaces prominently in international legal debates.[[18]](#footnote-19) It is thus commendable that Maogoto considers this strategic perspective in chapter 2, but it is also something of a shame that—perhaps all too conscious of his audience, who will likely fall more readily into the ‘international lawyer’ rather than ‘strategist’ camp—his discussion of the RMA is so brief.

The RMA concept has been used in a range of ways in the strategic literature,[[19]](#footnote-20) but in the context of the topic of the book under review it denotes a ‘military-technical revolution’: a new, more efficient way of waging war.[[20]](#footnote-21) Ostensibly, Maogoto uses strategic thinking to revisit his earlier premise in chapter 1 that the applicable legal framework needs re-thinking in light of modern strategic goals (23). In relation to both outer space and cyberspace, the strategic goal on the part of an aggressor state, again, is not necessarily to cause physical damage but, rather, to ‘disrupt, deny, degrade or destroy information’ (28). All of which would seemingly fall outside the *jus ad bellum* regulatory framework.

The book’s second chapter is subdivided into two broader discussions on cyber warfare and outer space in relation to technological advances and the wider RMA. In the context of outer space, Maogoto argues (24-5) that the latest revolution in military affairs has been for states to develop appropriate strike platforms. The United States Space Command’s vision for 2020[[21]](#footnote-22) is employed (24) as a case in point, demonstrating states’ commitment to building strike platforms designed for use in outer space. The second part of the chapter briefly (25-27) signposts the RMA in cyberspace, recording the rise in recourse to cyber-attacks by noting *locus classicus* such as Estonia (2007).[[22]](#footnote-23)

Chapter 3 showcases Maogoto’s expertise in space law, in that it considers how the *jus ad bellum* framework regulates (or, indeed, *should* regulate) the potential militarisation of outer space. The chapter is undoubtedly the book’s most unique and interesting contribution to current literature.[[23]](#footnote-24) Maogoto traces the major treaties that regulate states’ activities in outer space (Outer Space Treaty, Limited Test Ban Treaty, Liability Convention and Anti-Ballistic Missile Treaty), and his analysis (32-43) of this treaty regime, and its potential to restrict the use of outer space as a theatre of war, is clear and well-reasoned.

The author convincingly argues that, while these conventions are emphatic in trying to prevent militarisation in outer space, the reality is that states are incrementally challenging the boundaries set by the regime. China’s recourse, in 2007, to an anti-satellite weapon to down one of its own defunct weather satellites adds credence to that position,[[24]](#footnote-25) as Maogoto notes (45). A similar perspective emerges when one poses the following hypothetical question. If an intercontinental ballistic missile/exoatmospheric missile was technically located in outer space before its re-entry, would that breach provisions of the existing legal regime? The answer would likely be no, at least if one considers the *travaux préparatoires* of the Outer Space Treaty from the 1960s.[[25]](#footnote-26) Maogoto’s argument (45) that the key tenets of space law do not preclude the broader ‘militarisation’ of outer space *per se* (in the sense of ‘military usage’, such as the deployment of intelligence satellites for military purposes) is difficult to dispute. Of course, militarisation of this kind is very different from ‘all out’ militarisation (in the sense of the direct use of force in/from space), and this distinction is helpfully drawn in chapter 3 (particularly at 43-47).

Having said all this, the arguments presented in chapter 3, as is indeed the case throughout *Technology and the Law on the Use of Force*, have a notable tendency to raise questions rather than resolve them. For example, given that the author persuasively asserts that the increased militarisation of outer space as an inevitability, he does not sufficiently engage with the question of *how* one might in fact ‘transpose’ the existing *jus ad bellum* regime to outer space. Certainty, from a conceptual perspective it would be more productive to recalibrate and interpret the existing parameters to fit the ‘uniqueness’ of outer space rather than simply to hold that the current regime is insufficient. The ‘peculiarities’ of outer space as a potential battlefield require a re-appraisal of the thresholds for the cardinal prohibition of the threat or use of force in Article 2(4) and a state’s lawful recourse to self-defence under both Article 51 and customary international law. Unfortunately the book under review does not do enough in terms of attempting to undertake such a re-appraisal.

One should note Maogoto’s caveat in the introduction to chapter 3 (31) that not every single relevant ‘space law’ instrument will be scrutinised therein. The absence in the discussion of, for example, the proposed Treaty on Prevention of the Placement of Weapons in Outer Space and of the Threat or Use of Force against Outer Space Objects (PPWT) can, therefore, be somewhat excused. Nonetheless, given the on-going conversations about the PPWT in the Conference on Disarmament[[26]](#footnote-27) and the European Union’s proposed Code of Conduct for Space Activities,[[27]](#footnote-28) Maogoto’s approach is regrettably narrow.

In chapter 4, Maogoto surveys (56) the applicable landscape surrounding the perennial difficulties with applying the law on the use of force to attacks occurring in cyberspace. These difficulties have been exhaustively and *exhaustingly* covered elsewhere,[[28]](#footnote-29) and it must be said that *Technology and the Law on the Use of Force* adds relatively little to the *jus ad bellum* literature concerning cyber warfare. At fewer than 20 pages, chapter 4, for the most part, merely acts as a summary of existing approaches. For example, Michael Sklerov’s important proposed typology for assessing cyber-attacks[[29]](#footnote-30) is set out (57). The approach taken by Sklerov—which to some extent was a refinement of earlier proposals by Michael Schmitt[[30]](#footnote-31)—is potentially extremely valuable and could benefit from further analysis. However, Maogoto does not *analyse* Sklerov’s typologies at all, he merely lists them. To an extent, this is symptomatic of the book as a whole, which is too often overly descriptive (rather than analytical) when it comes to the key issues with which it is grappling.[[31]](#footnote-32)

Chapter 4 (quite correctly) questions the extent to which different cyber operations fall within or without the purview of Article 2(4): this debate is perhaps still not entirely resolved, but it has existed since the 1990s and its parameters are well-known.[[32]](#footnote-33) Unfortunately, chapter 4 does not meaningfully advance this debate. Indeed, the chapter arguably clouds rather than elucidates matters, in that it at times unhelpfully blurs the questions of whether a cyber-attack does (or can) constitute an instance of ‘force’, ‘intervention’ and/or an ‘armed attack’. These are, of course, all different concepts with different thresholds.[[33]](#footnote-34) For example, Maogoto’s discussion of the Stuxnet virus[[34]](#footnote-35) references the notions of both ‘force’ and ‘armed attack’ in the same breath without apparently distinguishing them, and the chapter’s discussion of the 2013 Tallinn Manual[[35]](#footnote-36) and *Nicaragua* case[[36]](#footnote-37) (65) similarly seems to amalgamate the concepts of ‘force’ and ‘intervention’.

Ultimately, Maogoto reaches the almost indisputable (but relatively anodyne) conclusion in chapter 4 that ‘injurious physical impact on a State’s CNI would comfortably meet the threshold [for a breach of Article 2(4)]’ (65). However, he essentially brushes aside the more contentious and important question of whether cyber-attacks with *non*-kinetic results can qualify as a use of force (or, for that matter, as an armed attack). Commentators will be quick to point out that a cyber-attack that, for example, ‘corrupts data on a stock exchange and which in turn causes widespread economic harm but no direct physical damage’[[37]](#footnote-38) could have disastrous effects.[[38]](#footnote-39) It is precisely such attacks—that result in significant but ‘non-corporal’ damage— with which traditional conceptions of the *jus ad bellum* struggle. This categorisation problem is admittedly raised in the book (particularly at 60-2), but it is largely sidestepped.

Even more significant is the chapter’s failure to engage with the question of attribution/state responsibility. Much of the difficulty with applying the *jus ad bellum* to cyber-attacks concerns attribution (notably, because using proxy servers to hide the original IP address can comparatively easily mask the author of a cyber-attack).[[39]](#footnote-40) This crucial issue—which, perhaps more than any other factor, makes the application of the *jus ad bellum* to cyberspace problematic—is briefly alluded to by Maogoto (for example, at 85) but is not explored.[[40]](#footnote-41)

Chapter 5, alongside chapter 3, is one of the more interesting in the book. It provides the reader with a conceptual re-thinking of the existing parameters/framework previously discussed. While such exercises are, of course, necessarily more theoretical than practical, they can nonetheless provide valuable insight in terms of conceptualising *de lege ferenda*. Maogoto’s attempt in chapter 5 to provide ‘solutions’ to the problems that he has earlier identified certainly has some thought-provoking elements. For example, his consideration, rooted in environmental law, of outer space as a finite natural resource (79-82) makes an important (if frustratingly brief) contribution to the wider topic of the legal implications of the weaponisation of space.

As a whole, Chapter 5 is notably more analytical than the rest of the book. Having said this, the chapter, again, ultimately raises more questions than it answers. While it is not necessarily an academic’s job to answer all of their own rhetorical questions, the chapter does not offer the solutions that the reader craves, even tentatively.

To conclude, Jackson Maogoto is to be commended for attempting to tackle such a complex and broad topic. However, while the examples provided in the book are varied and thought provoking, *Technology and the Law on the Use of Force* has some significant weaknesses. With respect, it must be said that the book is not especially well-written (for example, the oxymoronic notion of ‘boundless boundaries’, at 3, is indicative of some quite poorly chosen phrases). Much more importantly, it does not do enough to support its core contention that the existing legal framework is necessarily unable to cope with modern technological advances. The book is short, at fewer than 100 pages (excluding bibliography). One could be charitable and see it as a succinct commentary but—given the scope of the topic with which the book looks to engage, and the lack of depth in which it does so—the unfortunate fact is that it is not ‘succinct’, it is lightweight. *Technology and the Law on the Use of Force* a notable disappointment, because it feels like a missed opportunity to contribute something really important to the various ongoing debates on technology and the *jus ad bellum*. The undeniably high quality of chapter 3 and its analysis of the space law regime shows just how good this book could have been, had the author adopted a more detailed and analytical approach throughout.

There is definitely scope for a book providing a truly rigorous examination of the ability (or inability) of the *jus ad bellum* to deal with modern technologies in a general sense. The literature similarly would benefit from a book that focused in depth on the legal regulation of the weaponisation of outer space in particular (something which has received comparatively little commentary the wider literature).[[41]](#footnote-42) Unfortunately, in the view of the present reviewers, this book—while it undoubtedly has its merits—does not sufficiently fill either gap.
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