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Abstract  

The identification doctrine frustrates the prosecution of companies for economic 
crimes in the United Kingdom (UK). This is because, while the identification and at-
tribution of criminal intent may be straightforward in cases concerning small com-
panies, prosecutors are often unable to perform this task when dealing with large, 
complex organisations. This chapter provides examples of corporate perpetration 
or facilitation of economic crimes, which have gone unpunished owing to the iden-
tification doctrine. This chapter demonstrates that the “failure to prevent” bribery 
and the “facilitation of” tax evasion offences have provided a more effective method 
to attribute responsibility to companies for their involvement in these financial 
crimes. However, this chapter also highlights the weaknesses in the operation of 
“failure to prevent” offences, including the lack of awareness on the part of busi-
nesses potentially affected and lacklustre enforcement efforts. Ultimately, the chap-
ter highlights the value in taking criminal, as opposed to merely civil, action against 
offending companies, while also acknowledging the importance of retaining a com-
prehensive suite of civil penalties to tackle less egregious forms of corporate mis-
conduct. 
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1. Introduction. 

This chapter will examine the doctrine of corporate criminal responsibility and 
how it has been implemented in the UK. Comparisons will be made to the methods 
used in the US to punish corporate bodies for criminal actions and recommenda-
tions will be made for ways in which the UK can improve its punishment of corpo-
rate bodies. The current legal regime for the punishment of corporate criminal 
actions consists of the identification principle together with recent legislation cre-
ating specific criminal offences for tax evasion and bribery. This chapter will ex-
amine the pros and cons of both the identification principle and the “failure to 
prevent” offences for tax evasion and bribery and will consider whether more 
needs to be done in order to impose criminal liability on corporate bodies for a 
wider range of financial crimes, such as market manipulation, which led to the fi-
nancial crisis of 2008 and the later LIBOR and FX benchmark manipulation crises. 
This chapter will analyse the use of Deferred Prosecution Agreements (DPAs) as 
a prosecutorial tool when corporate criminal liability has been established. DPAs 
are used extensively in the US and to a much lesser extent in the UK. Alternative 
civil penalties to the fines typically imposed on corporate bodies by the FCA for 
financial misconduct will also be considered and evaluated to determine whether 
they are a viable alternative to corporate criminal prosecution. 

2. The Doctrine of Corporate Criminal Liability. 

The doctrine of corporate criminal liability has attracted a great deal of criti-
cism from existing literature, most of which has been directed at the common law 
rules. The courts began to consider the restrictive application of criminal law to 
companies in the nineteenth century, which included cases involving public nui-
sance 1, criminal libel 2, of statutory offences of non-feasance 3 and misfeasance 4. 
The doctrine was extended by three Court of Appeal decisions in 1944 5. The lead-
ing authority on the doctrine of criminal liability of companies is Tesco Supermar-
kets v Nattrass 6. This decision has become synonymous with the evolution of the 
identification doctrine, yet this had already been considered in Lennard’s Carrying 
Co Ltd v Asiatic Petroleum Ltd 7. In Tesco, the House of Lords concluded that a 
 
 

1 Pharmaceutical Society v London and Provincial Supply Association Ltd (1880) 5 App. Cas. 857, 
870. 

2 Ibid. 
3 R v Birmingham and Gloucester Ry. (1842) 3 Q.B. 223. 
4 R v Great North of England Ry. (1846) 9 Q.B. 315. 
5 See DPP v Kent and Sussex Contractors Ltd 1944] 1 K.B. 146; in R v ICR Haulage Co Ltd [1944] 

K.B. 551 and Moore v Bresler Ltd [1944] 2 E.R. 575. 
6 [1972] AC 153. 
7 [1915] A.C. 705 HL. 
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company is allowed to provide a defence to a prosecution under the Trade De-
scriptions Act 1968 (falsely advertising the price of washing powder) provided 
the company had established an effective procedure to avert the commission of a 
criminal offence. Whilst giving the leading opinion, Lord Diplock stated that when 
the court considers how it will identify who has the directing mind of the company 
it can refer to its memorandum and articles of association, thus also to the direc-
tors of the company and other senior company officers 8. In order for a company 
to be guilty of a criminal offence, a person who has the directing mind of the com-
pany and the self-determination of the company must also have criminal intent. 
This decision resulted in the creation of the “identification doctrine”, which has 
become the principal reason that prosecutors are prevented from bringing suc-
cessful criminal proceedings against companies. Indeed, Lisa Ososky, the current 
Director of the Serious Fraud Office (SFO), stated that the identification doctrine 
was a «standard of 1800s when mom and pop ran companies – that is not at all 
reflective of today’s world» 9. The restrictive interpretation of the test and the na-
ture of large companies have been highlighted by several subsequent cases includ-
ing the Herald of Free Enterprise 10, the Clapham rail disaster 11, the Transco gas 
explosion 12, the Hatfield Disaster 13 and the sinking of the Marchioness 14. In re-
sponse, the Corporate Manslaughter and Corporate Homicide Act 2007 criminal-
ised corporate harm that leads to a person’s death 15. However, the impact of the 
2007 Act is negligible as there have only been 19 corporate criminal charges 
brought under the 2007 Act between 2008 and 2016 16. 

Tesco has restricted the ability of law enforcement agencies and prosecutors to 
tackle corporate financial crime associated with the 2007/2008 financial crisis. 
For example, the attribution of criminal responsibility to non-natural persons, fol-
lowing the case of SFO v Barclays 17, has been narrowed to a point that it is near 
impossible to achieve, especially where the criminal activity in question is fraud 
related. Within his judgment Davis LJ stated «T]hat the individuals had some 
 
 

8 [1972] A.C. 153, at 198. 
9 C. BINHAM-J. CROFT, Barclays: the legal fight for a company’s controlling mind, March 8, 2020, avail-

able from https://www.ft.com/content/f666b592-5a4b-11ea-abe5-8e03987b7b20, accessed August 6 
2021. 

10 R. v P&O European Ferries (Dover) Ltd (1991) 93 Cr. App. R. 72 (Central Crim Ct). 
11 See generally A. HIDDEN, Investigation into the Clapham Railway Junction Railway Accident (De-

partment of Transport, London, 1989). 
12 See Transco Plc v HM Advocate (No. 3) 2005 1 J.C. 194; 2005 S.L.T. 211; 2005 S.C.C.R. 117; 2005 

G.W.D. 4-40. 
13 See R v Balfour Beatty Rail Infrastructure Services Ltd [2006] EWCA Crim 1586. 
14 See generally House of Commons, Thames safety inquiry: final report by Lord Justice Clarke, Cm 

4558, February 2000. 
15 Corporate Manslaughter and Corporate Homicide Act 2007, s. 1. 
16 See Crown Prosecution Service Corporate manslaughter statistics: Freedom of Information Act 

2000 Request (Crown Prosecution Service: London, 2016) at 2-3. 
17 Serious Fraud Office v Barclays plc and another [2018] EWHC 3055 (QB). 
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degree of autonomy is not enough. It had to be shown, if criminal culpability was 
capable of being attributed to Barclays, that they had entire autonomy to do the 
deal in question» 18. Thus, the ruling set a very high threshold for prosecutors to 
meet, whilst allowing companies to evade corporate criminal liability by simply 
evidencing that the Board retains ultimate control 19. It is important that the at-
tribution of criminal liability begins to mirror modern-day decision making, 
which within multi-national companies is decentralised, so that companies and 
senior individuals/top level management are prevented from distancing them-
selves from the reach of prosecutors and culpability. For this to be achieved, the 
law needs to change to reflect the complex structures of larger companies. This 
can be achieved by amending the common law identification doctrine to allow 
prosecutors the ability to attribute criminal liability to a company based on a 
wider pool of individuals, or through the creation of a strict liability offence ex-
tending the “failure to prevent” model to specific elements of economic crime 20. 

The then Attorney General Jeremy Wright identified the manipulation of the 
London Inter-bank Offered Rate (LIBOR) as one of the recent cases where the 
prosecutors were unable to obtain convictions due to the decision in Tesco, noting 
that other jurisdictions have been able to hold UK companies to account. He de-
scribes the effect of the identification doctrine as incentivising «a company’s 
board to distance itself from the company’s operations», which has «clear impli-
cations for the reputation of our justice system» 21. The SFO did not instigate crim-
inal proceedings against any companies involved in the LIBOR crisis, despite sev-
eral convictions of low-level traders who argued that their actions were known 
about and even encouraged by their employers 22. For example, Tom Hayes, a for-
mer trader for UBS and Citigroup was sentenced to fourteen years (reduced on 
appeal to 11 years) for his role in the manipulation of LIBOR 23. During his trial, 
Hayes asserted that managers in the bank were aware of his actions and even con-
doned them. The SFO has stated that the identification doctrine hindered prose-
cution of the companies involved: «Tom Hayes was prosecuted in this country for 
his role in LIBOR manipulation. The operation of the identification doctrine meant 
that we could not touch the bank for which he worked whilst manipulating LIBOR. 

 
 

18 Ibid. [122]. 
19 H. SPECTOR, SFO v Barclays: Elusive corporate criminal liability in the UK (Red Lion Chambers, 3 

December 2020), https://redlionchambers.co.uk/sfo-v-barclays-elusive-corporate-criminal-liability-
in-the-uk/, accessed 22 August 2021. 

20 P. RAPPO, Barclays SFO trial: Is corporate criminal liability dead? (DLA Piper, 24 March 2020) 
https://www.dlapiper.com/en/belgium/insights/publications/2020/03/barclays-sfo-trial/ accessed 
22 August 2021. 

21 J. WRIGHT, Speech to the Cambridge Symposium on Economic Crime 2016 (GOVUK, 5 September 
2016) https://www.gov.uk/government/speeches/attorney-general-jeremy-wright-speech-to-the-
cambridge-symposium-on-economic-crime, accessed 30 May 2020. 

22 Transparency International UK, Corporate Liability for Economic Crime: submission from Trans-
parency International UK (Responses to Call for Evidence, 2017). 

23 See R v Hayes [2015] EWCA Crim 1944; [2018] 1 Cr. App. R. 10. 
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That bank was held to account for Hayes ‘conduct in a New York courtroom, where 
vicarious liability made the prosecution a much simpler matter» 24. 

3. Failure to Prevent. 

Given this background, it is unsurprising that the government eventually is-
sued a “call for evidence” on corporate criminal liability for financial crime. A total 
of 62 responses were received between January and March 2017, with the discus-
sion focusing on five potential options for reform: 

– extending the scope of the Senior Managers and Certification Regime; 
– changing the law so that there are alternatives to proving directing mind 

complicity in corporate criminal conduct; 
– a US style vicarious liability offence, making companies guilty through the 

actions of their staff, without the need to prove complicity; 
– a strict liability failure to prevent model, whereby a company is liable unless 

it shows it has taken steps to prevent offending; and 
– a variant of the failure to prevent model, whereby the prosecution would 

have to prove criminal intent 25. 

The MoJ finally published its response to the Call for Evidence in November 
2020, concluding that «the evidence submitted was inconclusive. Further work is 
required before considering any change to the law and the Government has com-
missioned an expert review by the Law Commission» 26. The reason for the three-
and-a-half-year delay and general inactivity on the issue is unclear. Perhaps it was 
due to Brexit or the recent Covid-19 pandemic, or maybe the government was 
simply «reticent about taking any action that could add to the current burden al-
ready being borne by companies and their employees, and the political ramifica-
tions of the same» 27. Either way, the government’s solution seems to have been to 
shift responsibility to the Law Commission. Thus, in June 2021, the Law Commis-
sion published a discussion paper that solicited respondents’ views on the poten-
tial impact of the proposed changes 28. At the time of writing, it was widely 

 
 

24 Serious Fraud Office, Report to the Cambridge Symposium on Economic Crime 2016 (Serious 
Fraud Office, 5 September 2016), https://www.sfo.gov.uk/2016/09/05/cambridge-symposium-2016/, 
accessed 30 May 2020. 

25 Ministry of Justice, Corporate Liability for Economic Crime Call for Evidence (Ministry of Justice: 
London, 2017) at 11. 

26 Ministry of Justice, Corporate Liability for Economic Crime: Call for Evidence: Government Re-
sponse (2020). 

27 Bryan Cave Leighton Partners, Corporate Criminal Liability in the UK: A New Era is Coming … 
Isn’t It?, www.bclplaw.com/en-GB/insights/corporate-criminal-liability-in-the-uk-a-new-era-is-com-
ing-isnt-it.html, accessed 6 July 2021. 

28 Law Commission, Corporate Criminal Liability A Discussion Paper (Law Commission: London, 
2021). 
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believed that the government’s favoured option would be failure to prevent cor-
porate financial crime due to the attempted insertion of a failure to prevent eco-
nomic crime offence into the Financial Services Bill 2021. The government with-
drew the clause as they await the recommendations from the Law Commission 
following the publication of its discussion paper. 

4. Corporate Criminal Liability for Bribery. 

With respect to bribery, the Bribery Act 2010 introduced a new form of corpo-
rate criminal liability. Section 7 of the Act provides that a commercial organisation 
can be found guilty of an offence if a person associated with that organisation 
bribes another with the intention of obtaining or retaining business or a business 
advantage for the organisation 29. In essence, this creates an additional direct – 
rather than alternative vicarious – liability when the commission of a section 1 or 
section 6 bribery offence has taken place on behalf of an organisation. For there 
to be any liability, however, the organisation in question must be stipulated as a 
“relevant commercial organisation” 30. For the purposes of this section, an “asso-
ciated person” is any individual who «performs services for or on behalf of» the 
organisation 31, such as the organisation’s agent, subsidiary or employee 32. This 
has been stated to be a «matter of substance rather than form» 33, with it being 
necessary for all surrounding circumstances to be taken into account, although a 
presumption will exist if the associated person is an employee of the organisation. 
The scope of section 7 is intentionally broad, to encompass the whole range of 
individuals who may be committing bribery on behalf of a third-party organisa-
tion. However, to be held as an “associated person”, «the perpetrator of the brib-
ery must be performing services for the organisation in question and must also 
intend to obtain or retain business or an advantage in the conduct of business for 
that organisation» 34. 

Due to this introduction of corporate criminal liability, section 7 of the Bribery 
Act 2010 was described in that year as a significant move «away from the current 
approach» 35. In 2011, the Ministry of Justice (MoJ) provided that, under section 7, 
«A commercial organisation will be liable to prosecution if a person associated 
with it bribes another person intending to obtain or retain business or an 

 
 

29 Bribery Act 2010, s. 7. 
30 Bribery Act 2010, s. 7(5). 
31 Bribery Act 2010, s. 8(1). 
32 Bribery Act 2010, s. 8(3). 
33 Ministry of Justice, Bribery Act 2010, Circular 2011/05 (Ministry of Justice: 2011), para 23. 
34 Ibid. 
35 T. POPE-T. WEBB, Legislative comment: the Bribery Act 2010, in Journal of International Banking 

Law and Regulation, 25(10), 2010, pp. 480-483, at 482. 
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advantage in the conduct of business for that organisation» 36. It is also worth not-
ing that, for the offence to be made out, there is no requirement to prove that the 
activity was committed in the UK or elsewhere. Indeed, there is not even a need to 
show a close connection to the UK, as is necessary for the other bribery offences 
under the Act 37. Moreover, the existence of section 7 does not affect the common 
law principle that governs the liability of corporate bodies for criminal offences; 
The identification principle should still be used instead of section 7 of the Bribery 
Act 2010 where it is possible to prove «that a person who is properly regarded as 
representing the “directing mind” of the body in question possessed the necessary 
fault element required for the offence» 38. 

Applicable only to section 7 offences, it is a defence if the relevant commercial 
organisation can prove that it had in place “adequate procedures” that were de-
signed to prevent persons associated with the organisation from bribing another 
person. The MoJ stated, «in accordance with established case law, the standard of 
proof which the commercial organisation would need to discharge in order to 
prove the defence, in the event it was prosecuted, is the balance of probabili-
ties» 39. The phrase “adequate procedures” has generated much debate. As re-
quired by the Act, the MoJ published guidance to commercial organisations to en-
able the Act to take effect from July 2011. This guidance sets out the six general 
principles of adequate procedures, namely: 

– Proportionality; 
– Top-level commitment to anti-bribery measures; 
– Risk assessment; 
– Due Diligence regarding business partners; 
– Communication; and 
– Monitoring and review 40. 

The Serious Fraud Office (SFO) has thus been keen to emphasise that section 7 
does not provide an offence of strict liability, due to the availability of the defence 
of adequate procedures. That is, if there are adequate procedures in place, then no 
offence has been committed. This is a complete defence, not merely mitigation 41. 

Breach of section 7 may result in a DPA, which is a court-approved agreement 
made between the SFO and a company, partnership or unincorporated association 
that is used when it is decided that it would not be in the public interest to 

 
 

36 Ministry of Justice, The Bribery Act 2010: Guidance, Ministry of Justice, 2011, 15. 
37 Ministry of Justice above, n 33 at para 22. 
38 Ibid., at para 18. 
39 Ministry of Justice above, n 36 at 15. 
40 Ibid. 
41 Serious Fraud Office, Richard Alderman speech: the Bribery Act 2010 – the SFO’s approach and 

international compliance (9 February 2011), www.sfo.gov.uk/about-us/our-views/director’s-
speeches/speeches-2011/the-bribery-act-2010---the-sfo’s-approach-and-international-compli-
ance.aspx, accessed 13 November 2011. 
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prosecute 42. They can be used in cases of bribery and corruption, conspiracy to 
defraud, fraud, tax evasion and money laundering, but they apply only to corpora-
tions, not individuals. Concluded under the supervision of the judiciary, in the UK 
they are usually utilised to avoid expensive and time-consuming trials 43, The SFO 
describes the process of entering into a DPA as follows: 

Once a DPA has been agreed in principle, a preliminary application will be 
made to the Crown Court in private. Depending on the size and the complexity of 
the DPA, it can also be heard in the Royal Courts of Justice, albeit sitting as the 
Crown Court. In the application, the prosecutor asks the Court for a declaration 
that (1) entering into a DPA with the Company is likely to be in the interests of 
justice, and (2) the proposed terms of the DPA are fair, reasonable and propor-
tionate 44. 

If the DPA is breached, the matter can be brought before the court again, and if 
«the Court considers that, on the balance of probabilities, a breach has occurred, 
the Company could then be prosecuted for the same conduct» 45. A DPA was used 
for the first time in the UK in Serious Fraud Office v Standard Bank PLC. Here, 
Standard Bank was accused of breaching section 7 of the Bribery Act 2010, but the 
proceedings were halted as soon as the DPA was approved by the court. Because 
of this agreement, Standard Bank agreed to pay financial orders totalling 
US$25.2m, an additional US$7m to the Tanzanian government, and the SFO’s costs 
(£330,000) 46. 

The second case, SFO v Sarclad Limited (initially anonymised as XYZ Limited), 
was settled with a DPA the following year 47. The judge commented on «the prob-
lems generated when a modestly resourced small to medium sized enterprise is 
demonstrably guilty of serious breaches of the criminal law» 48. The court had to 
grapple with raising a penalty that would inevitably make Sarclad insolvent whilst 
mitigating that penalty to allow the company to continue to trade. As a result of 
the DPA, Sarclad agreed to «pay financial orders of £6.5m, comprised of a £6.2m 
disgorgement of gross profits and a £352,000 financial penalty» 49. On this occa-
sion, the SFO decided not to pursue its costs due to the company’s precarious 
 
 

42 Serious Fraud Office, Deferred Prosecution Agreements, www.sfo.gov.uk/publications/  
guidance-policy-and-protocols/guidance-for-corporates/deferred-prosecution-agreements-2/, ac-
cessed 25 June 2021. 

43 Ibid. 
44 See Serious Fraud Office above, n 42. 
45 Ibid. 
46 Serious Fraud Office, SFO agrees first UK DPA with Standard Bank (30 November 2015), 

www.sfo.gov.uk/2015/11/30/sfo-agrees-first-uk-dpa-with-standard-bank/, accessed 26 February 
2016. 

47 Serious Fraud Office v Sarclad Limited, Southwark Crown Court U20150856. 
48 Conspiracy to bribe contrary to section 1 of the Criminal Law Act 1977 and failure to prevent 

bribery contrary to section 7 of the Bribery Act 2010. 
49 Serious Fraud Office, SFO secures second DPA (8 July 2016), www.sfo.gov.uk/  

2016/07/08/sfo-secures-second-dpa/, accessed 5 August 2017. 
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financial position 50. Under the terms of the third DPA negotiated by the SFO, in 
January 2017, Rolls-Royce agreed to pay a total of £671m, including US$170m to 
the US Department of Justice and US$25 million to the Brazilian Ministério Público 
Federal, for «12 counts of conspiracy to corrupt, false accounting and failure to 
prevent bribery» 51. A key element of this DPA was the fact that the misconduct, 
which related to the sale of aero engines, energy systems and associated services, 
spanned three decades. Moreover, the SFO stated that «the conduct covered by 
the UK DPA took place across seven jurisdictions: Indonesia, Thailand, India, Rus-
sia, Nigeria, China and Malaysia» 52. Three months later, the SFO announced that 
it had entered into a fourth DPA, this time with Tesco, which required the com-
pany to pay a fine of £129 million for overstating its profits 53. 

Largely due to these agreements, the MoJ asserted that the section 7 offence 
provides a «powerful incentive for the inclusion of bribery prevention procedures 
as a component of corporate good governance. Its utility as an enforcement tool 
has been recently demonstrated» 54. Interestingly, in each of the four DPA cases 
outlined above, no criminal convictions were secured against any of the offending 
corporation’s employees or agents. This is not surprising, given the general lack 
of enthusiasm shown by the SFO and the Crown Prosecution Service towards 
prosecuting individuals under the Bribery Act 2010, even though such prosecu-
tions may well have served as an additional form of deterrence for the individuals 
involved. Initially, irrespective of the fact that the SFO retained the ability to pros-
ecute individuals too, corporations hailed DPAs as the preferred option for tack-
ling illicit conduct. Nevertheless, they were utilised on only 12 occasions between 
their introduction in 2013 and the time of writing (March 2022). It is possible to 
draw two firm conclusions on the basis of these 12 DPAs: the SFO will use them 
against a range of businesses, from small firms to very large, multinational enter-
prises; and they are usually agreed to address conspiracy to corrupt, conspiracy 
to bribe and failure of a commercial organisation to prevent bribery offences, the 
one exception being Tesco and G4S. 

5. Corporate criminal liability for tax evasion. 

Many tax evasion offences are capable of capturing both those who perpetrate, 

 
 

50 Ibid. 
51 Serious Fraud Office, SFO completes £497.25m Deferred Prosecution Agreement with Rolls-Royce 

PLC (17 January 2017), www.sfo.gov.uk/2017/01/17/sfo-completes-497-25m-deferred-prosecution-
agreement-rolls-royce-plc/, accessed 26 November 2020. 

52 Ibid. 
53 Serious Fraud Office, SFO agrees Deferred Prosecution Agreement with Tesco (10 April 2017), 

www.sfo.gov.uk/2017/04/10/sfo-agrees-deferred-prosecution-agreement-with-tesco/, accessed 18 
January 2018. 

54 See Ministry of Justice above, n 25 at 6. 
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and those who facilitate, tax offences 55. Additionally, traditional doctrines of sec-
ondary and inchoate liability apply to tax evasion offences, criminalising the aid-
ing and abetting, counselling or procuring 56, as well as the encouraging or assist-
ing 57, of such an offence. However, owing to the difficulties in attributing criminal 
liability to companies identified above, as well as lacklustre enforcement efforts, 
the UK has persistently failed to address the facilitation of tax evasion offences by 
professional facilitators and their corporate employers. For instance, despite the 
UK having one of the highest numbers of intermediaries involved in the Panama 
Papers 58, and identifying nine «potential professional enablers of economic 
crime» 59, there has yet to be a single prosecution arising from the Panama Papers, 
irrespective of the multitude of civil and criminal investigations carried out into 
the tax affairs of more than 190 individuals 60. Moreover, the Financial Conduct 
Authority (FCA) failed to take action against any intermediary named in the Pan-
ama Papers 61. Similarly, following the revelations contained in the HSBC (Suisse) 
scandal, no civil or criminal action was taken against the bank, notwithstanding 
evidence that the bank assisted its UK clients to evade taxation 62. In this respect, 
the bank was accused of «actively helping its clients» to break the law, by enabling 
them to access funds that had been concealed from tax authorities, as well as 
providing advice on the avoidance of preventative measures 63. 

Aside from statutory imposition of strict or vicarious liability, the attribution of 
criminal liability to companies in the UK, and thus, for the substantive and inchoate 
offences pertaining to tax evasion, is governed by the common law identification 
 
 

55 See for instance, the common law offence of cheating the public revenue, which was expressly 
preserved in the Theft Act 1968, s. 32(1)(a). 

56 Accessories and Abettors Act 1861, s. 8, R v Jogee and Ruddock v Queen [2016] UKSC 8; [2017] 
AC 387. 

57 Serious Crime Act 2007, ss. 44-46. 
58 EUROPEAN PARLIAMENT, Report on the Inquiry into Money Laundering, Tax Avoidance and Tax Eva-

sion (2017/2013(INI)) (8th November 2017), https://www.europarl.europa.eu/  
cmsdata/131460/2017-11-08%20PANA%20Final%20Report.pdf, accessed 9th November 2020, p. 27. 

59 HM REVENUE & CUSTOMS, News Story: Taskforce Launches Criminal and Civil Investigations into 
Panama Papers (8 November 2016) https://www.gov.uk/government/news/ 
taskforce-launches-criminal-and-civil-investigations-into-panama-papers, accessed 24th August 2021. 

60 These investigations were predicted to generate £190 million, HM REVENUE & CUSTOMS, Annual 
Report and Accounts 2018-19 (For the year ended 31 March 2019 (HC 2018-19, 2394) p. 30. 

61 Soon after the revelations were published, the Financial Conduct Authority wrote to financial 
institutions to ask them to identify and explain their involvement in the Panama Papers. Yet, little 
action has been taken as a result, see D. O’CONNOR, Panama Papers – No Banks to Blame, Say Top Eu-
ropean Regulators (KYC 360, 28 June 2018), https://www.  
riskscreen.com/kyc360/article/panama-papers-no-one-blame/, accessed 24th August 2021. However, 
other regulatory authorities took action against their members, see M. WALTERS, Panama Papers So-
licitor Fined £45,000 (The Law Society Gazette, 15 January 2019), https://www.law-
gazette.co.uk/law/panama-papers-solicitor-fined-45000-/5068873.article, accessed 24th August 2021. 

62 BBC News, HSBC Bank «Helped Clients Dodge Millions in Tax» (10 February 2015), 
https://www.bbc.co.uk/news/business-31248913, accessed 24th August 2021. 

63 Ibid. 
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doctrine. As discussed above, there is an overwhelming consensus that the identifi-
cation doctrine frustrates the prosecution of companies for economic crimes. This 
is because, while the identification and attribution of criminal intent may be 
straightforward in cases concerning small companies, prosecutors are often unable 
to perform this task when dealing with large, complex organisations, which may de-
liberately or inadvertently obscure the involvement of those identified as the direct-
ing mind from participation in criminal activities 64. The identification doctrine 
has hindered the UK’s ability to combat the facilitation of tax offences by large com-
panies, as demonstrated by the UK’s tepid response to the organisations at the heart 
of recent tax evasion scandals. Accordingly, the “failure to prevent” offences were 
introduced to remedy the UK’s inability to combat the facilitation of tax evasion of-
fences by companies. 

The corporate offences of failing to prevent the facilitation of UK and foreign 
tax evasion were introduced in the Criminal Finances Act 2017 65. Modelled on the 
corporate offence contained in the Bribery Act 2010, the offences extend liability 
to companies beyond the commission or facilitation of tax evasion offences, to en-
compass the failure to prevent the facilitation of this financial crime. As such, the 
offences increase the scope of responsibility for facilitation offences, as opposed 
to altering the nature of the substantive offence 66. The s.45 offence provides that 
relevant bodies will commit an offence if an associated person commits a UK tax 
evasion facilitation offence 67, while acting in an associated capacity 68. Similarly, 
the s. 46 offence provides that “relevant bodies”, will commit an offence if an as-
sociated person carries out a foreign tax evasion facilitation offence 69, while act-
ing in an associated capacity 70. For the latter offence to apply, there must be dual 
criminality 71, as well as a sufficient connection between the organisation or the 
offence and the UK 72. For both offences, it is a defence for the organisation to 
prove that it had reasonable prevention procedures in place, or that it «was not 
reasonable in all the circumstances» to require the body to adopt such proce-
dures 73. Upon conviction for the offence, a company could face an unlimited 
fine 74. Alternatively, the offences are capable of being addressed via a DPA 75. 
 
 

64 See Ministry of Justice above, n 25 at 13. 
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69 Criminal Finances Act 2017, s. 46(6). 
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71 Criminal Finances Act 2017, s. 46(6). 
72 Criminal Finances Act 2017, s. 46(1)(b). 
73 Criminal Finances Act 2017, s. 45(2), s. 46(3). 
74 Criminal Finances Act 2017, s. 45(8), s. 46(7). 
75 Crime and Courts Act 2013, s. 45, Schedule 17. 
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The strict liability nature of the offences renders the identification doctrine in-
applicable. Instead, the offences comprise three stages, namely, the criminal tax 
evasion by a taxpayer, the facilitation of this crime by an “associated person” act-
ing in such capacity, as well as a failure to prevent the facilitation 76. The offences 
improve the law pertaining to tax evasion in the UK by providing a mechanism to 
address tax-related offending on the part of companies, such as the facilitation of 
tax evasion seemingly demonstrated by HSBC (Suisse) amongst others. The of-
fences will also provide a mechanism to address the facilitation of tax offences 
through the provision of advice and services to avoid the application of anti-tax 
evasion measures, such as the Common Reporting Standard 77. However, thus far, 
the offences have had a negligible impact; not a single organisation has been 
charged with an offence 78. Further, a HMRC commissioned survey found that only 
around a quarter of businesses surveyed were aware of the Criminal Finances Act 
and its offences 79. Therefore, the second key aim of the offences is also not pres-
ently being realised, specifically, prompting changes in governance and behaviour 
by companies who wish to aver themselves of the reasonable procedures de-
fence 80. Nevertheless, investigations into corporate economic crimes committed 
by large organisations are notoriously complex and take a long time to come to 
fruition 81. There are signs that prosecutions or DPAs might soon be forthcoming, 
with HMRC currently conducting 14 investigations into suspected offences, with 
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another 14 “opportunities” under review 82. If enforcement of the tax evasion of-
fence replicates the enforcement of the comparable bribery offence, it is likely that 
the offence will lead to the conclusion of DPAs, as opposed to convictions of of-
fending companies. 

The multitude of tax evasion exposés that have taken place over the past two 
decades demonstrate the need for tough enforcement action on the corporate fa-
cilitators of tax offences. Indeed, the “expressive” or “communicative” function of 
criminal liability 83 is particularly important in a tax evasion context, where strong 
enforcement action, particularly criminal prosecutions, can have a positive impact 
on compliance by others 84. In this respect, the “failure to prevent” offences con-
stitute an improvement to the law pertaining to tax evasion in the UK by providing 
a method to attribute liability to companies for their involvement in the facilita-
tion of tax crimes, a formerly near-impossible task. However, these scandals also 
demonstrate that it is often disingenuous to label such corporate offending as “fail-
ing to prevent” tax evasion. In fact, the revelations often depict large divisions of 
these organisations as actively facilitating tax offences. In such cases, attributing 
liability to the corporation for the facilitation offence, rather than its omission in 
preventing it, would provide a clearer message to the public as to the severity of 
the corporation’s conduct. Accordingly, it is important to enable liability to be at-
tributed to the most egregious corporate offenders for the facilitation of the pri-
mary offence, rather than simply a failure to prevent it, which can only be achieved 
through repeal or reform of the identification doctrine. 

The need to reform the doctrine of corporate criminal liability, alternatively or 
in addition to, the introduction of further failure to prevent offences is also sup-
ported by comparing UK efforts to combat corporate tax crimes with those em-
ployed by other countries 85. In particular, the UK position contrasts sharply with 
that of the US, which has persistently taken criminal and civil actions against 
banks and other organisations that facilitate tax evasion. Under US federal law, 
corporate criminal liability is imposed under the respondeat superior doctrine, 
which attributes criminal liability to a corporation based on the acts of its employ-
ees. The respondeat superior doctrine provides for a much wider basis of 
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corporate criminal liability than the identification doctrine in the UK 86. In fact, the 
effect is similar to the imposition of the failure to prevent offence in the UK, with-
out the concomitant defences 87. The expansive scope of corporate criminal liabil-
ity in the US has enabled the conclusion of DPAs/Non-Prosecution Agreements 
(NPAs) with high-profile law and accounting firms for their facilitation of fraudu-
lent tax shelters 88. A significant number of DPAs/ NPAs have been concluded with 
foreign banks for their facilitation of tax evasion by US citizens through offshore 
accounts 89. For instance, the US reached a DPA with UBS in 2009 for conspiring to 
defraud the IRS, which resulted in the imposition of a $780million penalty 90. The 
US also indicted Switzerland’s oldest bank, Wegelin, which admitted guilt and paid 
a penalty of $74million leading to the collapse of the bank 91. In direct contrast to 
the UK, the US also concluded a DPA with HSBC Private Bank (Suisse) in 2019, 
including an accompanying penalty of $192.35million, for its facilitation of tax 
evasion by US citizens 92. Accordingly, it is clear that the US approach to attributing 
criminal liability to corporations, as well as its approach to enforcement, is far 
more effective in redressing tax-related corporate misconduct than its UK coun-
terpart. 
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6. A civil or criminal approach to corporate criminal liability? 

Civil penalties, normally in the form of fines, play a key role in regulation as 
they have the potential to act as a deterrent if imposed at a high enough level, 
however they do not carry the public and reputational stigma of a criminal con-
viction 93. Commentators have argued that financial penalties, when imposed on 
companies, have a negligible impact as the fines are frequently viewed by the of-
fending company as little more than the cost of doing business 94. Civil penalties 
alone will not deter the company repeating the offending behaviour. Regulators in 
the UK should be given the power to impose either civil or criminal corporate pen-
alties, depending on the seriousness of the offence committed. Criminal penalties 
are imposed for offences and breaches that negatively affect society as a whole, 
rather than just one person. For offences that negatively affect the whole of the 
UK, such as the benchmark rate manipulation carried out in relation to the LIBOR 
and Forex benchmarks, a criminal penalty is more appropriate than a civil one. 
Imposing a corporate criminal penalty may not result in a higher fine for a com-
pany than fine imposed pursuant to a civil penalty but being in breach of a criminal 
law carries more weight in society, with the potential to create more reputational 
damage, than being in breach of a civil law 95. The Crown Prosecution Service 
stated, «a thorough enforcement of the criminal law against corporate offenders, 
where appropriate, will have a deterrent effect, protect the public and support 
ethical business practices. Prosecuting companies, where appropriate, will cap-
ture the full range of criminality involved and thus lead to increased public confi-
dence in the criminal justice system» 96. There is a significant difference in the per-
ception of society between criminal and civil penalties. Criminal penalties are 
viewed as the more serious of the two types of penalty. It is argued that for serious 
breaches of economic crime, in particular for breaches where actual harm has 
been committed by the company 97, it is more appropriate for UK regulators to 
impose corporate criminal liability on those companies whose employees have 
committed the illegal acts rather than civil, administrative penalties, which are 
seen as less serious. 
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7. Civil and criminal penalties imposed following the LIBOR and Forex crisis. 

Corporate criminal liability has not yet been used in the UK against large global 
companies involved in market manipulation in the way that has been seen in the 
US. Following the LIBOR crisis, the Financial Services Authority (FSA), then the 
UK’s financial regulator at that time, was criticized by the HM Treasury Select 
Committee for its decision not to initiate criminal proceedings in relation to LI-
BOR 98. The Committee said, «the FSA took a narrow view of its power to initiate 
criminal proceedings for fraudulent conduct in this case» and recommended that 
the Government should clarify the FSA and its successors’ power to initiate crim-
inal proceedings where there is serious fraudulent conduct in the context of the 
financial markets 99. Subsequently, two new criminal offences have been created 
which criminalise individuals for making false or misleading statements, or giving 
false or misleading impressions in relation to a benchmark or investment 100. 
However, no new corporate criminal offence for this economic crime has been in-
troduced. 

8. Libor – US and UK approach to enforcement. 

Following the LIBOR crisis in the US, the Commodity Futures Trading Commis-
sion (CFTC) imposed civil monetary penalties on thirteen banks and brokers of 
over $4bn for infringements of the Commodity Exchange Act 2006 in connection 
with the LIBOR and Forex benchmark abuses. 101 The Anti-Trust Division of the 
Department of Justice (DoJ) charged banks and traders involved in the LIBOR 
scandal, using the criminal charge of conspiracy to commit wire fraud and bank 
fraud. 102 Following the corporate criminal charges against banks, the DoJ entered 
into DPAs to settle criminal charges made against five banks, the Royal Bank of 
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Scotland 103, Deutsche Bank 104, UBS 105, Barclays 106 and Rabobank 107. These DPAs 
were used to impose significant fines on these banks as well as behavioural com-
mitments given by the banks to the DoJ for the term of each DPA. Unlike the US, 
the SFO has not charged any of the banks involved in the LIBOR crisis with a cor-
porate criminal offence, despite individuals involved in the LIBOR benchmark rate 
fixing cartel being employees at the time and acting to increase the profits of their 
employers. In total, six banks, Barclays 108, UBS 109, Royal Bank of Scotland 110, 
Deutsche Bank 111, Rabobank 112, Lloyds Banking Group 113 and two brokers, ICAP 
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Brokers 114 and Martin Brokers (UK) 115, were fined by the FCA’s predecessor, the 
Financial Services Authority (FSA) and by the FCA between 2012 and 2015 for 
breaches to the FSA and FCA’s “Principles for Businesses” in relation to LIBOR 
benchmark manipulation. Fines ranged from £59 million for Barclays 116 to £227 
million for Deutsche Bank 117, totalling £976m for the six banks and two bro-
kers 118. However, these fines were significantly smaller than those imposed for 
the same misconduct in the US, where fines totalling $2.519 billion were made 119 
and because the FCA fines were civil penalties they did not carry the reputational 
damage that a criminal penalty would have carried. 

9. Forex – US and UK approach to enforcement. 

Following the Forex crisis in the US, banks and their employees were prose-
cuted under the anti-trust/competition law provisions of section 1 of the Sherman 
Act 120, for engaging in a conspiracy to fix the price and rig bids for the euro/US 
dollar currency pair in the Forex spot market by agreeing to eliminate competition 
in violation of the Sherman Antitrust Act 121. This is an interesting difference in 
approach to that taken by the DoJ in the enforcement of the LIBOR manipulation. 
In that case, the Antitrust Division of the DoJ did not use the Sherman Act to charge 
the traders from competitor banks, who had colluded and conspired together to 
raise or lower the LIBOR benchmark rate, in much the same way that traders ma-
nipulated the Forex benchmark rate. In the LIBOR enforcement, the Department 
of Justice used the Wire Fraud statute as opposed to the anti-trust provisions of 
the Sherman Antitrust Act. Both are criminal charges, which can be used against 
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corporate bodies 122. In the Forex crisis, the DoJ used the Sherman Act to impose 
criminal financial penalties on banks 123 for manipulating foreign exchange rates. 
The highest criminal financial penalty under the Sherman Act was $925m, which 
was imposed on Citicorp in 2015 for its participation in the Forex benchmark ma-
nipulation cartel 124. The charges brought by the DoJ against the banks for conspir-
ing to manipulate the Forex market were the first time in decades that the parent 
of a major American financial institution pleaded guilty to criminal charges 125. In 
2015 Citicorp, JPMorgan Chase & Co, Barclays PLC, The Royal Bank of Scotland plc, 
and UBS AG all pleaded guilty and agreed to pay collectively more than $2.5bn in 
criminal fines for their participation in the manipulation of the US Dollar and euro 
in the Forex market, which breached criminal antitrust laws 126. It is clear that the 
US authorities value being able to bring criminal charges against companies such 
as banks for their manipulation of the Forex. The then US Attorney General Loretta 
Lynch stated, «the penalty these banks will now pay is fitting considering the long-
running and egregious nature of their anticompetitive conduct. It is commensu-
rate with the pervasive harm done. And it should deter competitors in the future 
from chasing profits without regard to fairness, to the law, or to the public wel-
fare» 127. 

In the UK no criminal penalties were imposed on companies involved with the 
Forex benchmark rate manipulation, only regulatory fines were imposed. The SFO 
did open a criminal investigation into the Forex benchmark manipulation carried 
out in the UK, however the investigation was closed after almost two years of in-
vestigation, due to insufficient evidence for a reasonable prospect of convic-
tion 128. Commentators at the time attributed the closure of the investigation to 
the difficulty in making a corporate prosecution pursuant to the identification doc-
trine and called for a change in the law on corporate criminal responsibility, to 
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enable corporate criminal prosecutions to be brought, rather than the imposition 
of regulatory fines against firms 129. 

If the UK regulators had been able to bring a successful corporate criminal of-
fence against the banks involved in the LIBOR and/or FX cartels, it would have 
provided UK authorities with the option of entering into a DPA with those banks 
in lieu of prosecution. Entry into a DPA with the offending banks would have al-
lowed the regulators to impose a significant fine in conjunction with behavioural 
remedies, which could have been used to ensure that future instances of market 
manipulation did not happen again in the near future due to the threat of a future 
criminal trial hanging over the banks. As it was, further market manipulation scan-
dals followed the LIBOR scandal (including the FX crisis), which demonstrates the 
lack of a deterrent effect the FSA’s fines had on the banks involved 130. 

10. Civil penalties – how to make these more effective. 

Civil corporate penalties could be a more effective deterrent to economic crime 
if regulators use the full range of powers given to them rather than relying on fi-
nancial monetary penalties alone. Regulators in the UK who are able to address 
economic crime carried out by companies are the FCA, the Competition and Mar-
kets Authority (CMA) and the SFO. Between them, these regulators have the 
power to impose a wide assortment of civil penalties, including both behavioural 
and structural remedies such as commitments and directions, which are available 
to both the FCA and CMA 131. pursuant to competition law 132. These remedies are 
available for a breach of competition law, such as the Chapter 1 prohibition 133, 
which deals with anti-competitive agreements between businesses, including the 
cartels seen between banks in the LIBOR and Forex scandals. For cartels, the CMA 
uses civil penalties available under Chapter 1 Competition Act 1998 134. The 
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Chapter I prohibition in the Competition Act 1998 prohibits agreements and con-
certed practices between businesses which have as their object or effect the pre-
vention, restriction, or distortion of competition within the UK. In addition to this 
prohibition, the Enterprise Act 2002 contains a criminal cartel offence, which can 
be used against individuals, but not companies, involved in a cartel 135. Other civil 
structural remedies exist in the Enterprise Act 2002, where the power to break up 
a dominant firm guilty of serial abusive behaviour is explicitly available pursuant 
to a market investigation reference 136. Therefore, more civil penalties exist than 
fines alone, so regulators should be encouraged to combine monetary penalties 
with other civil penalties such as commitments and directions to regulate future 
behaviour of companies who have infringed competition law in the financial ser-
vices market. 

11. Strengthening Senior Management Certificate Regime (SM&CR). 

The final section of the chapter provides a critical review of the enforcement 
powers of the FCA towards companies who have breached financial crime legisla-
tion. This is important and necessary due to the regulator’s statutory objective to 
reduce financial crime. As a result, of the Financial Services Act 2012, the FSA was 
replaced by the FCA, and its statutory objective to reduce financial crime now 
forms part of its integrity objective 137. This section of the chapter concentrates on 
the ability of the FCA to impose financial penalties for breaches of its financial 
crime rules and the obligations under the SM&CR. Edmonds suggested that the 
SM&CR «would allow greater identification of individuals with corporate fail-
ure» 138. The most frequently used power against companies for financial crime 
breaches by the FCA is financial penalties. For example, in January 2017, the FCA 
imposed a record financial penalty of £163m on Deutsche Bank for failing to main-
tain an adequate AML system 139. Specifically, the FCA determined that Deutsche 
Bank had performed inadequate customer due diligence, had deficient anti-money 
laundering (AML) policies and procedure, and it concluded that the «failings of 
Deutsche Bank are simply unacceptable» 140. The decision by the FCA to impose 
this record financial penalty can be contrasted with the stance of its predecessor, 
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the FSA, towards HSBC when the regulator decided not to take any action. This 
must be questioned and criticized given the contrasting content of each case. For 
instance, HSBC flouted US AML laws and the UN sanctions regime, which resulted 
in no enforcement action by the FSA. Conversely, Deutsche Bank was fined 
£163.1m for not having adequate AML rules as proscribed by the FCA Handbook, 
even though there was no evidence of any money laundering. The FCA has im-
posed large financial penalties for breaches of its AML rules, even though there 
was no evidence of money laundering. For examples, such fines were imposed on 
Turkish Bank (UK) Ltd 141, Habib Bank AG Zurich 142 and Coutts & Company 143. It 
is also interesting to note, that in none of these cases did the FCA pursue any pros-
ecutions for breaches of the Proceeds of Crime Act 2002 against any employee. In 
fact, the FCA has only instigated criminal proceedings for money laundering under 
the Proceeds of Crime Act 2002 on one occasion 144. Another example of the inef-
fectiveness of financial penalties was the £72m fine imposed on Barclays Bank in 
November 2015. Here, the FCA stated that the banks «senior management … had 
failed to oversee adequately Barclays’ handling of the financial crime risks … and 
that it was unclear which senior managers were in charge of doing so» 145. The FCA 
concluded, «Barclays ignored its own process designed to safeguard against the 
risk of financial crime and overlooked obvious red flags to win new business and 
generate significant revenue» 146. Despite the imposition of financial sanctions by 
the FCA for breaches of its AML rules, the regulator decided against imposing any 
further sanctions such as a prosecution of the banks senior management or the 
money laundering reporting officer. The ability to impose financial penalties in the 
UK against companies can be contrasted with the US approach. It is our contention 
that the UK legislature should introduce legislation that is based on the provisions 
in the Financial Institutions Reform, Recovery and Enforcement Act 1989. This 
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legislation could provide the FCA and the SFO with another mechanism to target 
companies who have breached financial crime related legislation. 

The introduction of the SM&CR by the FCA presents an opportunity to possibly 
overcome the problems associated with the identification doctrine, as highlighted 
above. The SM&CR has two objectives: to encourage all staff within the financial 
services sector to take responsibility for their actions and that authorised firms 
and employees can clearly illustrate where the responsibility lies 147. The intro-
duction of the SM&CR was heavily influenced by the recommendations of the Par-
liamentary Commission for Banking Standards that had been asked to investigate 
how standards could be improved following the market manipulation scandals of 
LIBOR and FOREX 148. The SM&CR provides that a corporation’s senior manage-
ment is responsible for the policies, systems and controls that are designed to re-
duce the threat posed by financial crime. Therefore, the SM&CR places the obliga-
tion of the regulated companies to limit the risk posed by financial crime on its 
senior management. The FCA stated that «the extension of the SM&CR is key to 
driving forward culture change in firms … this is about individuals not just insti-
tutions … the regime will also ensure that senior managers are accountable both 
for their own actions, and for the actions of staff in business areas they lead» 149. 
The FCA is attempting to improve the culture within firms and is clearly placing 
the burden on senior managers to limit the risk posed by financial crime. Such 
efforts are to be welcomed, yet the extension to make senior managers accounta-
ble for a firm’s financial crime obligations are from innovative and this “new” ini-
tiative duplicates the existing obligations under the FCA 150. Nonetheless, financial 
crime related breaches of the SM&CR by senior managers would enable the FCA, 
and potentially prosecutors, to identify a corporation’s senior management who 
could meet requirements of the identification doctrine. This form of combined fi-
nancial regulatory and criminal law response to financial crime breaches by com-
panies can be classified as a “hybrid” approach and it would go some way to re-
solving the problems associated with the identification doctrine. This would be a 
novel step in the UK’s efforts to tackle corporate financial crime, but it would re-
quire a more joined up approach between the FCA and prosecutorial agencies. 

One way the SM&CR could be improved is to alter the burden of proof. At pre-
sent there is a “duty of responsibility” requiring management to take appropriate 
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steps to prevent a regulatory breach occurring 151. Thus, the burden of proving 
misconduct falls to the regulator. In essence this has made little difference to what 
senior managers were already expected to do in practice and pinpointing who re-
sponsibility ultimately lies with is still difficult. However, before the regime came 
into effect the FCA proposed the introduction of a “presumption of responsibility”, 
which would result in a senior manager being held personally accountable and 
possibly facing personal sanction for an alleged failure taking place within the 
business unit they were responsible for. This reverse burden of proof means the 
senior manager responsible for the area of the corporation in which the regulatory 
breach has occurred would be guilty unless they could show regulators they had 
taken “reasonable steps” to stop or prevent those breaches occurring 152. Whilst 
controversial, this reverse burden of proof could help to ensure a clear standard 
of expected behaviour within the financial services sector is set, ensuring an im-
proved corporate culture is led from the top-down. 

Furthermore, allowing the FCA to seek a Disqualification Order, where a senior 
manager/director cannot demonstrate they have taken “reasonable steps” to stop 
or prevent regulatory breaches occurring within the business unit they are re-
sponsible for would be beneficial. Such an approach would be similar to that of the 
CMA. Since 2016, the CMA have actively been taking actions against directors of 
companies who have breached competition law with Competition Disqualification 
Orders (CDO), which allow the disqualification of an individual from being a com-
pany director for a period up to 15 years 153. The CMA recognises individual liabil-
ity as a powerful deterrent and over the last four years, they have disqualified 18 
directors with the intention of continuing to make greater use of disqualification 
powers 154. At present, the FCA cannot seek the disqualification of a director itself. 
Instead, where the FCA considers the conduct of a director falls below the stand-
ard required, from information obtained through investigation, it may refer infor-
mation to the Insolvency Service «to consider whether to seek the disqualification 
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of that person as a director» 155. Therefore, if a similar tool could be provided to 
the FCA like that of a CDO for the CMA, then it would provide the FCA with the 
necessary tool the agency needs to have significant impact in its enforcement 
measures. Additionally, it would send a message to senior management that indi-
vidual accountability would be scrutinised with impactful consequences if it is not 
taken seriously. Together with the appropriate use of DPAs and significant finan-
cial penalties, it would provide a forceful deterrent for both companies and indi-
viduals. 

12. Conclusion. 

There are strong arguments for tough new enforcement measures to be imple-
mented against corporate bodies in the UK. The current identification doctrine 
does not allow the FCA or the SFO to successfully prosecute international corpo-
rate bodies such as banks, due to their complex management structures that can 
span different geographical locations and make the identification principle all but 
impossible to prosecute. The problems encountered in the UK in prosecuting com-
panies for economic crimes can be seen by the limited number of successful cor-
porate criminal convictions. We recommend that the use of DPAs, as seen in many 
corporate criminal liability prosecutions by the SFO, is made more accessible to 
regulators in the UK alongside the modification or removal of the identification 
doctrine. DPAs strike a balance between the need to communicate the severity of 
a corporate defendant’s conduct and the need to avoid unintended consequences 
of a criminal conviction, such as corporate death. This chapter also analysed the 
benefits and detriments of imposing civil penalties rather than criminal ones for 
economic crime. The wide range of civil penalties already available in law to the 
financial services regulator, using its Competition Act powers 156, has been ana-
lysed. Enforcement powers available to the FCA include significant fines of up to 
10% of a company’s worldwide turnover, but also measures such as commit-
ments, directions and interim measures, all of which can be used in the financial 
services sector to tackle economic crime. Ultimately, this chapter argued that this 
wide range of civil measures, rather than fines alone, should be used in addition 
to reforming the method used for attributing criminal liability to corporations for 
economic crime. 
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